# Utfästelse om min profession (Svenska)

Styrkor:

Jag är stolt över min analytiska förmåga och att vara ganska intuitiv. Tycker om att jobba med teknik och att analysera komplexa och intressanta problem. :) Jag kan tillföra programmeringskunskaper till mitt team för att automatisera saker som sparar in massor av tid.

Jag har arbetat med både tekniska och icke-tekniska jobb i mitt liv, i olika branscher, och jag är helt säker på att det har hjälpt mig att bättre förstå olika människor, man kan prata med folk på deras eget "språk". Du kommer att bli en bättre kommunikatör, även som teknisk person, ett cybersäkerhetsproffs, om du förstår dig på grunderna i företagsekonomi, sälj och naturligtvis marknadsföring - utöver de tekniska kraven i mitt eget jobb - och kan anpassa ditt budskap efter behov och önskningar. Jag har skrivit tekniska rapporter till kunder utifrån den principen – välj själv hur mycket du vill veta om detaljerna. Stanna där det passar dig.

På tal om det så är sinne för detaljer och förmågan att fokusera något som jag kommer att tillföra.

Att arbeta som ingenjör och i startups har också lärt mig att första prioritet alltid är komma med en lösning på ett problem ASAP med den information du har just nu – sedan kan man jobba med att skapa en allt bättre lösning. Poängen är att man inte måste veta allt eller ha allt perfekt från början, utan det viktiga att det fungerar - dvs vara en lösning. Sedan lär man sig allteftersom och det är ju en del av det roliga.

Jag sätter en stolthet i alltid vara professionell.

**Värderingar:**

Jag vet att det finns två saker som har förmåga att göra mig upprörd – en **integritetsattack** eller att någon inte är **kompetent** (förstås där man borde kunna förvänta sig det). Det kan då vara en attack på min egen integritet, eller en kollega, eller organisationen som jag jobbar för. I ett team, eller ett företag som jag jobbar för tar vi hand om varandra.

Jag har läst igenom etik principer som underbygger informationssäkerhet noga, och det är något som jag skulle göra naturligt för det känns rätt. Jag vill alltid vara ärlig och transparent (på rätt sätt) för att kunna hantera känslig information och sårbarheter på ett ansvarsfullt sätt.

Pålitlighet är något annat som jag vill tillföra. Det är viktigt för mig att folk kan lita på mig, och det gäller både kollegor, kunder och själva organisationen. Under inga omständigheter skulle jag få för mig att diskutera detaljer i ett kundcase till exempel, och det är inte så få sådana som jag har gjort. Dessutom skulle jag aldrig säga saker om någon som inte är där som jag inte skulle säga om denne var närvarande. Sådant är bara trist, oprofessionellt, sprider dålig energi – inte min grej.

Envishet är också viktigt att nämna, tycker jag. Jag har jobbat i dynamiska branscher där innovationer kan förändra läget och omständigheter kan förändras – och jag förändras med dem, och mitt angreppssätt likaså. Det kommer bara att göra mig klokare, smartare, starkare och bättre rustad för att försvara mot och svara effektivt på cyberhot.

Intresse inom informationssäkerhet:

Det är så mycket som intresserar mig med cybersäkerhet! Det har allt, alltifrån känslan efter upptäckten av nya sårbarheter, till att lära sig nya saker, till att få folk att känna sig trygga med deras integritet, personliga data och affärshemligheter etcetera. Och social ingenjörskonst är ett intressant område. Dessa hotaktörer kan vara mycket skickliga.

Föra allting ovan samman med organisationens säkerhetsmålsättningar:

Att vara analytiskt lagd, med sinne för detaljer är värdefullt för att upptäcka sårbarheter, och att proaktivt ta fram säkerhetskontroller. Att kunna skriva alla sorters script i Python är användbart för det sparar in så mycket så mycket tid i långa loppet, även på minskningen av falska alarm från IDS och SIEM verktyg.

Att kunna kommunicera väl mot olika kontaktytor är bra för att få saker att flyta i vardagen. Det har bäring på effektiv incidenthantering, och utbildningar för att höja säkerhetsmedvetenhet inte minst.

Mina grundvärderingar när det gäller integritet, pålitlighet, envishet/motståndskraft kommer att passa väl in målsättningarna att upprätthålla konfidentialiteten, integriteten och tillgängligheten av data, liksom att vara god teammedlem. Och en genuin vilja att alltid vara kompetent vet jag är något som uppskattas av både kunder och kollegor.